Healthcare Solutions. Focus on care. Simplify payments

MagTek’s hardware coupled with our Magensa Services creates a payment solution for healthcare systems that is easy to implement and the most secure solution in the industry. MagTek is certified to work with the leading software platforms and gateways in the Healthcare industry today. The exclusive feature that sets MagTek and Magensa apart is our MagneSafe™ Security Architecture which is built into a wide array of mobile and countertop solutions for secure magstripe, EMV contact/contactless chip and PIN encrypting devices (PEDs).

Pay-on-the-Go Solutions
It is becoming increasingly essential to offer a mobile payment platform. Our hardware and services deliver easy integration and added security. Healthcare centers can enhance the patient experience by moving beyond reception with new technologies, including mobile solutions. By bringing multiple low-cost, and secure point-of-service terminals directly to the patient, they can maximize patient trust (since cards never have to leave the customer’s sight), reduce wait times, enable increased convenience, enhanced security and limit the scope of PCI.

Countertop Solutions
MagTek delivers hardware for the countertop, and even some hardware that can be countertop or mobile at a click of a button or switch of a docking station. These devices range from a simple credit card swipe device, to multimedia devices in fixed or mobile stands. Accept a variety of payment types and simplify the transaction process. New multimedia devices that can stream video and still process transactions is becoming the new standard. Newer devices that are tablet based, or surrounds that work with industry standard tablets allow users to swipe, dip, tap and enter PINs as needed.

Unattended and Kiosk Solutions
MagTek has developed best practices over years of experience and partners with you. MagTek validates our components and devices to offer simple, rugged and sophisticated solutions that will enhance the end-user experience. Integrate MagTek components and devices into your solution easily with application programming interfaces (APIs), software developer kits (SDKs) and MagTek support services. Our OEM department will work with you to get your project completed.

Independent Software Vendor Solutions
MagTek understands the value of easy-to-use and well documented software developer kits (SDKs), technical documentation, application program interfaces (APIs), and sample code. Get unlimited access to all SDKs for mobile, counter-top, and kiosk devices that work with Windows, iOS and Android operating systems. MagTek SDKs have no royalty or maintenance fees and are free to re-distribute with your application. Our hardware and services help you achieve point-to-point encryption securely, L3 certifications easier, and PCI compliance faster.
The MagneSafe™ Security Architecture (MSA)
The MSA is a digital identification and authentication architecture that safeguards consumers and their personal data. Designed to exceed PCI regulations, MagneSafe leverages strong encryption, secure tokenization, counterfeit detection, tamper recognition, data relevance and integrity, and dynamic digital transaction signatures, which together validate and protect the entire transaction and each of its components.

Device Security and Reduced PCI Scope
Magensa uses MagTek hardware (including payment terminals, PIN entry devices, encrypting check scanners, and secure card reader authenticators), services (decryption, authentication, tokenization and remote services), gateway solutions (Decrypt and Forward, or Magensa Payment Protection Gateway) and application integration. Using a proven mutual authentication technique, legitimate devices can be identified and authorized for use while rogue devices can be identified and stopped before they are used to commit fraud. The combination of MagnePrint card authentication and instant encryption of cardholder data in the read head greatly reduces PCI scope.

Remote Services
Save time and resources with secure remote key injection and key management. Remote Services provide the capability for authorized MagTek customers and business partners to inject cryptographic keys and/or modify configuration settings of secure MagTek products at remote locations. This TR39 approved service eliminates the need to handle devices and ship them back to a central depot.

Summary
Personal health information is as sensitive as an individual’s payment information, and MagTek diligently protects both. From encrypting at the point-of-swipe to decrypting for the processor, MagTek and its services secure patient information. Plus, our MagneFlex Browser provides instant access to SDKs and APIs, making integration of the multitude of Magensa Services quick and easy. The resultant PCI compliant solution and application will help processors, and patients, breathe easier.
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Find out how you can get started
Contact MagTek at sales@magtek.com
or call 562-546-6467